
THE INSTILLERY Technology crafted with spirit

How Our SOC & SIEM Works

Integrated Microsoft Defender
By harnessing the capabilities of 
Microsoft Defender for Endpoints, 
our Microsoft MDR service 
strengthens endpoint devices with 
advanced threat protection 
features. Also, through seamless 
integration with Microsoft 
Defender XDR and LogRhythm, we 
elevate our MDR capabilities to 
safeguard every aspect of your 
Microsoft infrastructure.

24x7 SOC  & SIEM
Our Security Operations Centre 
(SOC) and Security Incident & 
Event Management (SIEM) service 
combine to create a formidable 
defence strategy, ensuring rapid 
detection and response to 
cyber-attacks.

Central Threat Intelligence
We deploy and configure the SIEM 
technology on your premises or in 
the cloud, and connect it to 
security systems, such as firewalls, 
antivirus, intrusion detection, and 
more. We collect and store all the 
data generated by these systems 
in a centralised and secure 
repository, and enrich it with threat 
intelligence feeds from various 
sources.

Smart Threat Detection
We use advanced analytics, 
machine learning, and threat 
intelligence to analyse the data and 
identify any anomalies, patterns, or 
indicators of compromise. We 
correlate and contextualise the 
data to understand the nature, 
source, and impact of any potential 
or actual cyber threats.

Fast Threat Response
We alert and inform you of any 
security events that require your 
attention or intervention. We 
provide you with a prioritised 
action plan on how to respond and 
resolve the issue. We also provide 
you with support throughout and 
follow up with you to ensure the 
issue is fully resolved.

Continuous Improvement
We conduct regular reviews and 
audits of your security data and 
systems, and provide you with 
feedback and recommendations 
on how to improve your security 
posture. We also conduct monthly 
vulnerability scans and produce 
monthly reports to keep you 
updated on your security status.
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Our Microsoft Managed 
Detection & Response 
(MDR) service is 
meticulously tailored to 
address the security 
requirements of 
Microsoft-dependent 
organisations.

Harnessing the robust 
capabilities of Microsoft 
Defender for Endpoints, 
and with enhancement 
options to seamlessly 
integrate Microsoft 
Defender XDR and 
LogRhythm, our Managed 
Detection and Response 
(MDR) service delivers 
unparalleled security 
coverage across your 
Microsoft infrastructure 
and beyond.

In a digital landscape where cyber threats continually evolve, 
organisations deeply integrated with Microsoft Services face unique 
challenges in safeguarding their assets. 

Microsoft Managed Detection & Response (MDR)

Safeguard your Microsoft environments 
with proactive security solutions
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We are more than just a security service 
provider. We are your security partner 
who can be your assistant and trusted 
advisor in the ever-changing and complex 
security landscape. We offer you the 
‘Black Card’ concierge service, which is 
the ultimate cyber security and privacy 
experience that gives you the edge in the 
digital world.

A Personal Concierge

We believe New Zealand businesses deserve the best of the best, in 
capability and in service. We’ve partnered with global leaders to craft a 
powerful suite of networking technology wrapped around a service that 
instills confidence, action and capability across your business.

Microsoft Managed Detection & Response (MDR)

WHY CHOOSE THE INSTILLERY’S 
Managed Detection & Response?
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You’ll gain a clear and comprehensive 
view of your security posture, from the 
overall state of your IT environment to the 
detailed events and activities within your 
systems. We can see what’s happening, 
what’s not happening, and what needs to 
happen to keep your business secure.

Comprehensive Visibility

Our experienced and certified security 
consultants will help you navigate the 
complex and dynamic cybersecurity 
landscape. They will provide you with 
advice and recommendations on how to 
mitigate and remediate any identified 
risks and threats, and how to enhance 
your security standards and practices.

Expert Guidance

Whether you need to prevent or contain a 
breach, our security team will provide you 
with the best course of action and 
support you throughout the process. This 
will include prioritised and actionable 
plans for both proactive and reactive 
security activities as well as conducting 
regular vulnerability scans and producing 
monthly reports to keep you informed 
and updated on your security status.

Proactive Action



Let’s elevate your cyber security and privacy standards 
with a black card concierge service.

CONTACT US TO GET STARTED

Call us  0800 34 34 34

Email us  contact@theinstillery.com

Visit us  theinstillery.com
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http://www.theinstillery.com

